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Industry Categories
Tick the boxes relevant to your business:

• Energy and Water Supply

• Transport	and	Traffic

• Financial Sector (Credit Institutions)

• Healthcare (Healthcare Providers, Manufacturers of Pharmaceutical Products)

• Financial Market Infrastructure (Operators of Trading Venues, Central Counterparties)

• Digital Providers (Online Marketplaces, Search Engines, Social Networks)

• Space

• ICT (Information and Communication Technology)

• Postal and Courier Services

• Waste Management

• Manufacture and Distribution of Chemical Substances

• Manufacture and Distribution of Food Products

• Research (Research Institutes)

• Industry (e.g., Machinery, Vehicle Manufacturing, etc.)

• Manufacturing Industry (including Medical Devices)

• Public Administration

Company Size
• At least 50 Employees

or

• More than 10 Million Euro Revenue

If you belong to one of the listed industries and meet the relevant size criteria, you may fall within 
scope of the NIS-2 directive.

Are You Impacted by the NIS-2 Directive?
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What Should You Do Now?
Registration Requirement:
If you operate in the EU you should register your company with your national regulatory authority.      
This includes:

• Providing relevant company details
• Sharing information on implemented security measures

Next Steps for UK Businesses::
• Review your exposure to EU regulations with your legal team and ensure compliance

where applicable.
• Strengthen your IT systems to meet NIS-2 standards and align with UK’s NIS regulations.
• Seek professional advice if necessary to understand your obligations and mitigate risks.

If you answered “Yes” to any of the above questions, your UK business may need to take further action to 
align with the NIS-2 directive.

How Are UK Companies Affected?
Tick the boxes that apply to your business to assess the impact of DORA on UK-based companies:

19. Does your company provide essential or digital services to EU customers?
• Yes

• No

20. Are you part of a supply chain for EU-based organisations that may require NIS-2
compliance?

• Yes

• No

21. Do you have IT systems, operations, or partnerships that span across the EU?
• Yes

• No

22. Are your cybersecurity measures aligned with the UK’s NIS Regulations?
• Yes

• No

23. Have you assessed the need to register with the appropriate EU authority if you conduct
signinicant business in the EU?

• Yes

• No

24. Do you need to evaluate or enhance your current IT security systems for compliance with
both EU and UK standards?

• Yes

• No

Disclaimer: The above checklist and recommendations are provided for informational purposes only and should not be 
construed as legal advice. Customers are strongly encouraged to seek advice from their legal advisors to ensure compliance 
with applicable laws and regulations


