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Email Authentication System Response Reports 

Where organisations have set up email authentication methods for their domain (including, but not limited to: 
DMARC, MTA-STS and DANE) Mimecast, at its sole discretion, may provide such organisations with system 
response reports specific to such email authentication methods. Please see the applicable knowledge base 
articles on Mimecaster Central for further information on the types of reports Mimecast sends. 

System response reports are sent by Mimecast as they may help with protecting email senders and recipients 
from advanced security threats. Mimecast will send such automated system response reports at no cost to the 
recipients. 

Mimecast has made reasonable efforts to ensure the accuracy and reliability of the information provided in the 
system response reports. However, all system response reports are provided “as is” and no warranties or 
representations of any kind, express or implied, are given as to the nature, accuracy or otherwise of the 
information provided. Mimecast does not assert that the information contained in any system response report 
is suitable for any particular purpose.  

Under no circumstance will Mimecast have any liability to any recipient of a system response report for any loss 
or damage of any kind incurred as a result of the use of such report or for reliance on any information provided 
within it.  

Mimecast reserves the right to amend, pause or remove the system response report service at any time.  

Please note that the system response reports are automated.  

System response reports are not related to our DMARC Analyzer solution. For more details on DMARC 
Analyzer, please visit: https://www.mimecast.com/products/dmarc-analyzer/ 
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