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KEY001 10/23 | 9:00 AM | HIGHLINE HALL
From Risk To Resilience: Securing The Human Layer

* Marc van Zadelhoff, CEO, Mimecast

KEY002 10/23 | 9:30 AM | HIGHLINE HALL
Defending the Digital Frontier: Tales of
Cyber Resilience

* Youri Corsini, CSIRT Manager, Sanofi

+ Erik Hart, Chief Information Security Officer, Cushman
& Wakefield

+ Maureen Holland, Manager, Assurance Services &
US Privacy, AstraZeneca

+ Lloyd Zygler, SVP/Chief Information Security
Officer, OceanFirst Bank

+ Beth Miller, Field CISO, Mimecast

KEY003 10/23 | 10:00 AM | HIGHLINE HALL
Mimecast Vision & Innovation: Unlocking What's Next
in Platform, Al and Human Layer Protection

* Rob Juncker, CPO, Mimecast
+ Ranjan Singh, CPTO, Mimecast

KEY004 10/24 | 11:20 AM | HIGHLINE HALL
From Uncertainty to Urgent Optimism: How to Game
the Future

+ Jane McGonigal, Two Time Best-selling Author

KEY005 10/23 | 4:00 PM | HIGHLINE HALL
Inside the Threat Actor Mindset: Human-Centric
Campaigns Exposed

+ Andrew Watson, VP of Al/Machine Learning and Threat
Protection, Mimecast

KEY006 10/24 | 9:00 AM | HIGHLINE HALL
Al vs. Humans: The New Front Line in Cybersecurity

+ Nicole Perlroth, Award-winning Cybersecurity Journalist

Hear from CEO Marc van Zadelhoff about Mimecast's bold evolution from email and collaboration security to human
risk management, to the Intelligence Age - an era of security powered by precision-engineered Al, APl-enabled
platform technology that empowers humans as the strongest line of defense in today’s complex threat landscape. Join
us to discover how Mimecast is leading the industry by transforming human risk into human strength, securing the
future of work with a connected platform and innovative Al-driven insights.

Step into the frontlines of cyber defense, where industry leaders and peers share real-world experiences battling
today's most sophisticated cyber threats. This interactive session will explore firsthand accounts of navigating complex
security challenges, implementing innovative strategies, and leveraging Mimecast solutions to protect organizations.

Human risk now drives the majority of cybersecurity breaches. Mimecast Chief Product & Technology Officer, Ranjan
Singh, will highlight how Mimecast's platform integrates advanced Al, threat intelligence, and real-time interventions
to proactively reduce risk across email, collaboration tools, and endpoints. Chief Product Officer, Rob Juncker, will join
Ranjan on stage to demonstrate Mimecast's innovative, holistic approach to human risk management, emphasizing
Mimecast's leadership in securing organizations against evolving threats in 2025 and beyond.

In an era of Al disruption and escalating cybersecurity threats, the biggest advantage you can build is the ability to
imagine what others cannot yet see. Future forecaster and game designer Jane McGonigal will show you how to turn
uncertainty into urgent optimism with hands-on future imagination exercises drawn from her work with organizations
on the front lines of change.

You'll practice a powerful technique called “mental time travel” that combines neuroscience interventions with game
psychology. You'll try social simulation techniques that transform future threats into collaborative problem-solving
games—so you and your teams can experiment with strategies before the crisis hits. And you'll experience how a
gamer's mindset—curiosity, creativity, resilience—can help you turn Al anxiety into energy for invention. You'll leave
with practical tools to expand your imagination, reduce the stress of the unknown, and strengthen your foresight for
building the secure, resilient futures you want.

While security teams chase attribution and perfect patch management, threat actors are exploiting a far simpler
vulnerability: humans. This session reveals what Mimecast's threat intelligence teams are actually seeing in the wild.
We'll expose real campaigns targeting our customers and demonstrate how threat actors are weaponizing Al faster
than defenders can adapt. Join Mimecast's experts as they debate the real organizational impact of these evolving
threats. Together, they'll tackle the hard questions every security leader faces: How do you prepare for threats that
don't exist yet?

Humans are creatures of habit and hackers know it. Award-winning journalist Nicole Perlroth shows how biases,
everyday routines, and predictable behaviors increase vulnerability to cyber threats. As Al brings increased complexity,
systems adapt, but humans resist change. Could working with, not against, human nature be our best line of defense?




Email & Collaboration Threat Protection

Email & Collaboration Threat Protection:
Solution Vision & Roadmap

* Rob Juncker, Chief Product Officer, Mimecast
+ Dylan Morse, Senior Product Manager, Mimecast
+ Andrew Williams, Senior Product Manager, Mimecast

Email and collaboration tool threats are rapidly evolving—from account takeover to insider abuse and advanced BEC
attacks driven by FraudGPT. This roadmap session will show how Mimecast is developing next-generation protection
to strengthen Microsoft 365 and Google Workspace.

You'll gain insight into Mimecast's top priorities, their alignment with today’s threats, and practical steps your team can
take to stay prepared.

CTP101 10/23 | 12:00 PM | PIER STUDIO
Identifying Novel Campaigns Using MEIR & Content
Examination Policies

+ Chris DelLeon, Director of Cyber Defense, Paradigm
+ Otis Kue, Principal Security Engineer, Paradigm

CTP102 10/23 | 1:10 PM | SCREENING ROOM
Email as a Compliance Battleground

+ Kyle Thomas, Senior Director, Global Information
Security, WEX

CTP103 10/23 | 1:50 PM | SCREENING ROOM
One Console, Complete Control: Streamlining Email
Security Operations with Mimecast & CrowdStrike

+ Bill Lucas, Senior Director of Cybersecurity, Mastronardi
Produce
+ Alex Rich, Strategic Alliance Manager, CrowdStrike

CTP104 10/23 | 2:30 PM | PIER STUDIO
How Are your Employees Really Communicating?
And, are you Securing It?

+ David Hood, Senior Director, Product Marketing,
Mimecast

Security teams are overextended, and comprehensive threat protection demands both prevention and response.
However, 90% of user-reported suspicious emails are harmless, wasting valuable time and increasing burnout.
Mimecast Email Incident Response (MEIR) uses Al-powered automation to quickly triage and remediate
suspicious emails, allowing analysts to focus on critical threats while enhancing efficiency and protection before
and after incidents.

Compliance requirements are getting tougher, while attackers are getting smarter at exploiting weak spots in email
communication. From PCI-DSS to HIPAA and GDPR, even small missteps can lead to fines, reputational fallout, and
operational disruption. This session will take a practical look at how to close compliance gaps without slowing down
your organization.

Security teams don't need more alerts, they need fewer blind spots. By integrating Mimecast and CrowdStrike, security
teams get a unified view of threats across email and endpoint, with bidirectional workflows that automate detection
and response. This session will show how joint customers are collapsing manual steps, tightening controls, and
reducing dwell time.

Slack, Teams, Zoom, email, and shared drives... collaboration platforms are now the backbone of business
productivity, but they've also opened the door to new risks. Sensitive data moves across channels every day, often
without oversight, and collaboration tools are often left vulnerable to threats.

This session will dig into the blind spots attackers exploit and how to detect and stop risky behavior before it leads to
data loss.




CTP105 10/23 | 3:10 PM | SCREENING ROOM
Elevate Your Microsoft 365 Investment:
Strengthening Security & Value with Mimecast

+ Edwin Moreno, Global Field Chief Technology Officer,
Mimecast

CTP106 10/24 | 10:00 AM | HIGHLINE HALL
Outsmart Al-Driven Account Takeover Threats:
Proactive Pre-Compromise, Early Detection, &
Post-Breach Defense Strategies

+ Andrew Williams, Senior Product Manager, Mimecast

Microsoft 365 powers collaboration, but its popularity attracts attackers. Mimecast keeps your investment protected,
resilient, and future-ready. Learn how Mimecast works alongside Microsoft 365, leveraging Al-driven intelligence,
APl-enabled controls, and deep threat detection to stop advanced email and collaboration attacks before they

cause damage.

Account Takeover (ATO) attacks are evolving, using stolen credentials, MFA fatigue, and Al-driven social engineering.
Defending against them requires a layered approach that works before, during, and after compromise. This session
will break down practical strategies to spot the signs early, contain breaches quickly, and protect accounts long-term.

Data Governance, Compliance, & Insights

Data Compliance, Governance, & Insight: Vision &

Roadmap

+ Matt Pasternack, VP, Product Management

GCI101 10/23 | 11:15AM | PIER STUDIO
Intentional Al: Mimecast's Vision for Transparent,
Responsible Al powered Human Risk Security

+ Matt Pasternack, VP, Product Management, Mimecast

GCI102 10/23 | 1:10 PM | PIER STUDIO
Organizational Resiliency Strategies to Protect your
Expanding Work Surface against Threats, Data Loss,
& Non-Compliance

» Edwin Moreno, Global FCTO, Mimecast

GCI103 10/24 | 10:00 AM | SCREENING ROOM
Digital Ground Truth: Communication Data as your
Biggest Intelligence Asset & Security Blindspot

+ Susan Kearns, Director, Product Management,
Mimecast

The most critical risk and insight about employees, brand, and customers lives in the exploding, real-time dataset
where humans work and communicate - Email, Teams, Slack, and beyond. This roadmap showcases Mimecast's vision
in leveraging Al to make this data immediately accessible, usable, and valuable across the entire enterprise.

With the surge of enterprise data and the rise of Al, Mimecast is transforming workflow security and efficiency by
embedding advanced, responsible Al across our product suites. Discover how our Al-First strategy and innovations like
the Mimecast Cloud Platform are delivering smarter protection—sometimes in ways you see, and sometimes where
you don't.

Workplace tools like Slack, Teams, and Zoom have expanded the risk landscape dramatically. This session provides
practical strategies to govern, secure, and streamline sprawling collaboration environments.

The value of communication data is often overlooked, yet it's a goldmine for intelligence. A crisis has the power to wipe
out 30% of a company’s value in an instant. But here's the good news—fast, informed action can slash those losses to
just 4%.

This session explores how to convert messaging data into proactive insights.




Human Risk Management & Mimecast Platform

Human Risk Management & Mimecast Platform:

Solution Vision & Roadmap

With just 8% of users responsible for 80% of risk, CISOs need a unified, actionable view of human risk to stay ahead.
This roadmap session unveils the Human Risk Command Center, demonstrating how Mimecast correlates user
behavior, risky account activity, and attack frequency into clear, actionable risk metrics. See how unified visibility,
adaptive policies, and seamless automation empower organizations to identify and reduce human risk more

* Masha Sedova, VP, Human Risk Strategist, Mimecast

HRM101 10/23 | 2:40 PM | SCREENING ROOM
Getting More gAln than Pain from Al: Modernizing
Threat Protection Efficacy, Responsible Al, and Data
Privacy in the Generative Age

+ Jason Morgan, Distinguished Architect, Data Science,
Mimecast

HRM102 10/23 | 3:20 PM | PIER STUDIO
15-Minute Rule: Building Resilient Security Through
Small Steps to Manage Human Risk

+ Giulian Garruba, Senior Director, Product Marketing,
Mimecast

HRM103 10/24 | 10:00 AM | PIER STUDIO
Netskope’s Playbook: Elevating Email Security & Risk
Management

+ James Robinson, CISO, Netskope

HRM104 10/24 | 10:40 AM | HIGHLINE HALL
Elevate SecOps with Human Risk Management
Platform Integrations

+ Devin Hamilton, Principal Tech Alliance, Program
Manager, Mimecast
+ Joe Tibbetts, VP, Technology Alliances & API, Mimecast

effectively than ever.

The generative Al era is transforming both cyber threats and defenses at unprecedented speed. In this session,
Mimecast's Al Architect demystifies how “Intentional Al” - Al that is proactive, ethical, and accountable - accelerates
threat response while upholding the highest standards of privacy and trust. Discover how adversaries are leveraging
Al for sophisticated attacks, and how Mimecast's hybrid, multi-layered approach, combining Al with proven security
techniques, delivers robust, adaptive protection.

Risk exposure differs among employees. This session dives into the data to uncover the dynamics driving riskier
behaviors and factors like cognitive load, life events, and knowledge gaps. Topics covered will include examining
current attack trends targeting specific roles and offering strategies to bolster individual and organizational
security resilience.

Key takeaways:

+ Understand what makes certain individuals riskier than others.

+ Discover how to align appropriate interventions with various levels of risk.

Insider and outsider threats don't respect platform boundaries. Netskope and Mimecast together provide a playbook
for protecting sensitive data across email, cloud, and SaaS environments. This session details how joint customers are
using combined visibility and control to reduce data leakage and shadow IT risk.

Human Risk Management isn't just for awareness teams, it's a SOC-level tool that enables prioritization,
integration, and automation.

This session shows how Mimecast's Human Risk Management Platform not only ingests data from across your
security ecosystem, but also feeds critical intelligence into SIEMs, SOARs, and more, giving analysts the context they
need to triage incidents faster and giving you more context and visibility into real risk. We'll explore how risk scoring
prioritizes alerts, automates policy tightening, and reduces time to containment when compromised accounts
arein play.




Insider Risk Management & Data Protection

Insider risks remain costly and difficult to manage. Mimecast Incydr tackles these threats with real-time monitoring,
Insider Risk Management & Data Protection: risk prioritization, and automated response—addressing ShadowA|, IP theft, Pll leaks, and source code movement.

Solution Vision & Roadmap This session will cover use cases and future capabilities for preventing insider abuse and data leaks.

+ David Capuano, VP, Product Management, Mimecast

IRM101 10/24 | 10:00 AM | HIGHLINE HALL From unintentional data leaks, to employees stealing IP during exits, and employees uploading sensitive data into
Navigating Modern Insider Risks: Top 3 Insider Threats | GenAl tools, insider threats are evolving fast. This session unpacks the top three risks most organizations face today
to add into your Human Risk Management Program and shows how to prioritize detection and prevention.

+ Beth Miller, Field CISO, Mimecast

IRM102 10/24 | 10:40 AM | SCREENING ROOM Employees are pasting sensitive IP into unsanctioned Al apps like ChatGPT, Bard, DeepSeek, and Claude, often without
Shadow Al: Unmasking LLM Abuse Before It realizing the associated risks to your organization. This session explores how to detect shadow Al use before it leads to
Becomes a Legal Nightmare data breaches or legal exposure, how to set effective policies, and how to balance innovation with protection.

+ Schuyler Pagenstecher, Senior Product Manager,
Mimecast

Security Awareness & Training

Discover how Mimecast is redefining security culture by transforming security awareness & training with personalized
Security Awareness & Training: engagement, just-in-time nudges, and behavior-driven risk scoring. We'll showcase our product vision, including new

Solution Vision & Roadmap adaptive personalized learning journeys.

+ Masha Sedova, VP, Human Risk Strategist, Mimecast

SAT101 10/23 | 1:50 PM | PIER STUDIO Spotting and stopping insider threats goes beyond keeping an eye on the CEO. The real danger often lies with
Who's Your Riskiest User? How to Keep your employees like Harry in Ops—once a team player, now disgruntled and quietly siphoning off sensitive data. This
Organization’s Information Safe dynamic session dives into the art and science of detecting these subtle shifts and taking action before it's too late.

* Giles Ashton-Roberts, Chief Information Security Officer,

Swissport
SAT102 10/24 | 10:40 AM | PIER STUDIO Training alone isn't enough to stop risky behavior. To reduce human risk, you need to identify risky users and tailor
Beyond Awareness: Targeting Human Risk interventions that actually change behavior. This session will go beyond click-rate metrics to explore data-driven
at the Source approaches that pinpoint who your riskiest users are and how to reach them effectively.

+ Katalina Millian, Senior Product Manager, Mimecast
* Vijay Ramanathan, VP, Product Management, Mimecast




Workshops

Mastering Your Email Security Environment

WRK101-PART 1 10/22 | 1:00 PM | WORKSHOP
Securing the Foundation:
Strengthening Your Email Security in the Age of Al

+ Aletheia Benjamin, Principal Technical Account
Manager, Mimecast

WRK102-PART 2 10/22 | 1:55 PM | WORKSHOP
Avoiding the Pitfalls:

Five Most Common Email Security Configuration
Mistakes

+ Dan Smith, Senior Technical Solutions Engineer,
Mimecast

WRK103-PART 3 10/22 | 2:50 PM | WORKSHOP
Turning Insight into Action:
Operationalizing Risk Events for Proactive Defense

+ Neil Clauson, Regional CISO, Mimecast

WRK104 10/23 | 11:00 AM | WORKSHOP
From Chaos to Choreography: Orchestrating
Incident Response

* Wayne Cross, Director of IT Cyber Security and
Infrastructure Operations, BLG

+ Devin Hamilton, Principal Tech Alliances Program
Manager, Mimecast

+ Joe Tibbetts, VP, Technology Alliances & API, Mimecast

WRK105 10/23 | 2:25 PM | WORKSHOP
Charting Your Course: Human Risk Management
Maturity Assessment Workshop

+ Alex Matheson, Senior Manager, Education Experience,
Mimecast
* Masha Sedova, VP, Human Risk Strategist, Mimecast

Misconfigurations account for the majority of email-related breaches. This three-part series is designed to help
practitioners optimize their security posture and harden their environments.

+ Part 1: Securing the foundation (mastering policy configuration and DMARC done right).
+ Part 2: Avoiding the 5 most common misconfigurations.
+ Part 3: Proactive defense: turning risk events into actionable insights.

Key takeaways:

+ Walk away with a configuration checklist for email hardening.

+ Learn common configuration pitfalls and how to avoid them.

+ Understand how to contextualize real-time risk events and achieve practical outcomes.

Many incident responses start in chaos, with analysts juggling multiple security tools and manual processes. This
session takes you through a realistic attack scenario, with real-world insights from an enterprise cybersecurity
practitioner and Mimecast customer, demonstrating how a targeted user threat unfolds across email security, SASE,
and EDR tools—and how enterprises can transform fragmented alert fatigue into coordinated, automated response.

Where are you on your HRM journey? This interactive workshop uses Mimecast's Human Risk Maturity Model to
benchmark your organization against peers. Attendees will map their current state, identify gaps, and leave with a
roadmap for program improvement.




WRK106 10/23 | 1:30 PM | WORKSHOP
Measuring Success: Analytics & Reporting for
Security Leaders

+ Neil Clauson, Regional CISO, Mimecast
+ Gary Welch, Principal, Customer Value Engineer,
Mimecast

WRK111 10/22 | 3:45 PM | WORKSHOP
Bring Your Own Business Case

+ Gary Welch, Principal, Customer Value Engineer,
Mimecast

WRK112 10/23 | 3:15 PM | WORKSHOP
Bring Your Own Business Case

+ Gary Welch, Principal, Customer Value Engineer,
Mimecast

WRK113 10/22 | 10:40 AM | WORKSHOP
Bring Your Own Business Case

+ Gary Welch, Principal, Customer Value Engineer,
Mimecast

Ancillary Event

POD001 10/23 | 11:15 AM | SCREENING ROOM
Llve CISO Series Podcast

+ David Spark, Cybersecurity Journalist & Host, CISO Series
Podcast

Boards and execs don't want technical jargon, they want business impact. This workshop shows how to transform
security metrics into meaningful insights and reports that drive executive buy-in.

These roundtables invite customers to bring their own challenges, whether insider risk, compliance, or collaboration
security, and work through them live with Mimecast experts and peers.

These roundtables invite customers to bring their own challenges, whether insider risk, compliance, or collaboration
security, and work through them live with Mimecast experts and peers.

These roundtables invite customers to bring their own challenges, whether insider risk, compliance, or collaboration
security, and work through them live with Mimecast experts and peers.

Attend a live recording of the CISO Series Podcast, a popular weekly news and opinion podcast hosted by cybersecurity
journalist David Spark! David will sit down with Mimecast CISO Leslie Nielsen and Priceline Chief Security Officer,
Matthew Southworth to talk all things human risk and Al-powered cyber threats.

https://cisoseries.com/category/podcast/ciso-series-podcast/



https://cisoseries.com/category/podcast/ciso-series-podcast/
https://cisoseries.com/category/podcast/ciso-series-podcast/
https://cisoseries.com/category/podcast/ciso-series-podcast/

