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KEY \
FINDINGS s

Over the past
12 months (UK) 37% of UK

participants
said that a

ransomware
attack had

significantly
impacted

Only 21% of UK participants train their

business
employees to spot cyberattacks on operations

an ongoing basis. in the last
12 months.

80%

of UK participants
agreed there was at
least some risk of an
employee making a

serious security mistake

in Personal email.

84

of UK participants
agreed there was at
least some level of
an employee making
43% of UK participants agreed it a serious security
was Inevitable (and a question of mistake in oversharing

when, not if) or extremely likely inf ti
that their organisation will suffer company information

a negative business impact from on social media.
an email-borne attack in 2022.
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