
Key SOES findings
in the United Kingdom in the last 12 months

Email

70% have experienced an 
increase in email-based threats

Cyberattacks

93%  have been targeted by 
email-based phishing attacks

Cyber Awareness

Collaboration Tools

94% think they need stronger 
protections than those that come 
with their MS 365 and Google 
Workspace applications

The State of Email 
Security Report 2023 READ IT NOW

8 out of 10 believe their company is at risk 
due to inadvertent data leaks by careless or 
negligent employees. A quarter said the risk 
was extremely high

Budget

82% say their companies need to 
spend more on cybersecurity

81% either using or plan to use AI 
and machine learning to bolster their 
cybersecurity. And a third are already 
using these

AI

57% expect to be harmed in 2023 by 
a collaboration-tool-based attack

Only 18% of companies provide cyber 
awareness training on an ongoing basis

 73% say increasingly 
sophisticated attacks 
are their greatest email 
security challenge 

https://www.mimecast.com/state-of-email-security/


